
 
 

 
The National Indian Gaming Commission recognizes the importance of 
training and information sharing during this unprecedented, challenging time 
and is pleased to announce the Criminal Justice Information Services (CJIS) 
Symposium.   
 
The Division of Compliance, in combination with representatives from the FBI, 
has developed an all virtual training specific to criminal justice information 
services, (CJIS) consisting of 11 sessions over the span of 3 days.  Attendees 
will become familiar with the compliance requirements of the NIGC 
Fingerprint Memorandum of Understanding (MOU), designation of Key 
Employees and Primary Management Officials, requirements of the FBI 
Criminal Justice Information Services (CJIS) Security Policy including 
processing and receiving CHRI, privacy, use, access, security, incident 
response, storage, destruction, outsourcing contracts, auditing, other 
required policies as well as the requirement for and role of the local area 
security officer (LASO). 
 
The CJIS Symposium is intended for tribal gaming commissions or other tribal 
agencies who submit fingerprints (electronic or hard card) through the NIGC 
and receive criminal history record information (CHRI) for non-criminal justice 
purposes pursuant to authorizations allowed under federal law (25 U.S.C. § 
2710(b)(2)(F), (c)(1)-(2), & (d)(1)(A)).  For more information on the specific 
presentations and topics, please see the agenda and course descriptions 
below.  
 
To submit questions, or other recommendations, for presenters prior to the 
event, please send to traininginfo@nigc.gov.  Please include the course 
offering name followed by "CJIS Symposium” in the email subject line.   
 
Access to this virtual training requires prior individual registration using the links 
provided and appearing as course offerings in the agenda below. 
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