Steven Steiner is the Deputy Criminal Justice Information Services (CJIS) Officer for the Division of Technology and leads the NIGC’s CJIS Audit Unit (CAU). The CAU oversees the implementation of the NIGC’s external and internal compliance strategies to achieve and demonstrate compliance between the Federal Bureau of Investigation and the NIGC concerning Noncriminal Justice Fingerprint Submissions. CAU staff deliver trainings, technical assistance and conducts selective audits / investigations of tribes regarding Criminal History Record Information.

Steiner has worked in IT Audit, Compliance and Training since joining the NIGC in 2006. Prior to joining the NIGC, Steiner was a Gambling Special Agent at the Washington State Gambling Commission and a Campus Police Officer at the University of Washington Police Department.

Steiner holds a Master in Public Administration from Seattle University and a Bachelor of Arts from Washington State University. When Steiner first thought a career in IT was his calling, he held a number of IT credentials which included the ISACA’s Certified Information Systems Auditor Certification, and the A+, Network+, Security+ and Server+ certifications from CompTIA.

The Indian Gaming Regulatory Act created the National Indian Gaming Commission to support tribal self-sufficiency and the integrity of Indian gaming. NIGC oversees the efficient regulation of 524 gaming establishments operated by 248 tribes across 29 states.
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